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Security PKR decides and informs that, after a thorough analysis of the
situation presented of the occurrence of lllegal Software, using all the forms that
would corroborate with fairness for the verdict, analyzing the information coming

from the Suprema Poker application matrix, we have the following:

It was found by Suprema Poker that account ID 1057486 violated the terms of
the Community Rules explicitly contained in the platform, as per item 2.4 of the
aforementioned term. Such violation occurred because it was considered a BOT based
on a series of factors such as abuse of the use of VPN, use of a data center connection,

use of any kind of emulators or NZT, statistical analysis.

Player Name Player ID IP address VPN Area code IP-City
- 05748t 39.42,63.159 raud_score: 75 KZ No Data
- uckyYang 057486 5.245 42 fraud_score: 100 Z No Data
4 fraud_score: 75
i vpn: true
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fraud_score: 100 o
| vpn: true
recent_abuse: true
proxy: true
ISP: D-Cloud
organization: D-Cloud
country_code: KZ '

connection_type: Data Center

Security PKR's verdict is the exclusion and banishment of the accounts
informed definitively from the Suprema Poker platform, with retention of winnings

and fine related to the rake of the calculation period.

Brazil, May 28h, 2024.
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